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1
Decision/action requested

This contribution is proposed to be approved.
2
References

[1]
3GPP TS 28.809 Management and orchestration; Study on enhancement of Management Data Analytics (MDA)

3
Rationale

In TR 28.809 [1], the analytics report for alarm incident analysis is defined which includes the information of affected objects.This contribution proposes to add the the information of corresponding object relationships to help the MDAS consumer to have an insight of the fault propagation path within the network to improve the network operation efficiency.
4
Detailed proposal

It is proposed to apply the following changes in TR 28.809 [1].
	1st Change


6.4.1.2
Potential requirements

REQ-ALARM_MDA-01:
The MDAS producer should have a capability to provide the analytics report describing the alarm incident analysis.

REQ-ALARM_MDA-02:
The analytics report describing the alarm incident should include the following information:

-
Alarm incident Identifier

-
List of Correlated Alarms, performance measurements 

-
The start time and end time of the Alarm incident

-
The root cause or root alarm of the Alarm incident

-
Severity level

-
Affected objects and object relationships
-
Recommended actions

	2nd Change


6.4.1.3.4
Analytics report for alarm incident analysis

The following table provides the potential information of the domain specific or cross domain analytics report for alarm incident analysis based on the required data received as described in clauses 6.4.1.3.2 and 6.4.1.3.3.

	Analytics Report of alarm incident 
	Information
	Description

	
	Alarm Incident Identifier
	The alarm incident id or name for correlated alarms and performance measurements, e.g., NgU transmission alarm incident, Xn transmission alarm incident.

	
	List of Correlated AlarmInfo
	List of Alarm name or alarm ID, e.g., alarm of NgU setup, alarm of user plane link failure, alarm of user plane failure, alarm of cell outage.

	
	List of Correlated performance measurements info
	Performance measurements and the corresponding value, e.g., NgU handover failure rate, NgU setup failure rate.

	
	Location
	The geographical area or the cells where the alarm incident exists

	
	Start Time
	The start time of alarm incident

	
	Stop Time
	The end time of alarm incident

	
	Affected objects and object relations
	The affected objects (e.g., the MOIs of cells or subnetworks or network slices affected by the alarm incident) and the (list of) relationship(s) between the objects, e.g., if two affected cells are connected with each other through Xn interface, the relationship between these two objects may be noted as neighbouring.

	
	Root cause or Root alarm
	Root alarm identified or predicted by root cause decision model, e.g. alarm of NgU setup, alarm of virtualized resource failure.

	
	Severity level
	The severity level (e.g., critical, medium, not important) of the alarm incident

	
	Recommended actions
	The recommend actions to clear the alarm incident. The recommended actions could be to replace the hardware unit, reconfigure the protocol, e.g., Xn application protocol


	End of changes


